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A complete solution
for SaaS access
governance

Discover and secure your employees’ access to SaaS apps—whether they are company managed
or unmanaged. Gain clearer insights into SaaS usage, optimize SaaS spend, and streamline access

workflows—all while strengthening compliance and security for your organization.
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Why businesses need
1Password SaaS Manager

Modern SaaS management is complex. Shadow IT creates security gaps, unmanaged
permissions introduce compliance risks, and IT teams struggle with manual processes for
provisioning, offboarding, managing licenses, and tracking SaaS spend.

1Password SaaS Manager solves these challenges by providing deep visibility, automation, and
actionable insights—helping businesses reduce risk, streamline operations, and optimize SaaS
investments.

Challenge Benefits

. Uncover SaaS apps employees are using, both managed and unmanaged
App blind spots N . . .
applications, with continuous app discovery.

A ik Improve app security with app security reports and by identifying and
risks
PP revoking risky OAuth permissions, protecting company data.

Optimize software investments by identifying unused licenses and
Unnecessary spend . .. S .
redundant applications, driving significant cost savings.

L Enhance user experience with a self-serve app hub, ensuring employees can
Employee friction .
access approved tools and request new tools quickly and securely.

Maintain the right level of access to apps while supporting compliance
Compliance risks standards such as SOC2 and ISO 27001 with a system of record for your app
inventory, and employee lifecycle workflows.

Increase efficiency with automated workflows for provisioning,
Inefficient IT workflows deprovisioning, notifications, task management and more, reducing
workloads and improving productivity.
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How 1Password SaaS Manager works

1Password SaaS Manager integrates seamlessly with your existing security stack, providing
visibility, security, and automation across your SaaS ecosystem.
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1. Discover

1Password SaaS Manager helps you identify both managed and unmanaged SaaS apps
through integrations with your finance systems, your ldentity Provider, and a browser
extension. It builds you a complete and always up-to-date inventory with insights from a
database of 40,000+ apps, helping you uncover Shadow IT and track usage.

2. Control
1Password SaaS Manager ensures users have the right access at the right time through
automated, configurable onboarding and offboarding workflows. With over 350+ direct app
integrations, you can continuously update access permissions based on role changes and
departures, saving time, minimizing risk, and strengthening compliance.

3. Optimize
1Password SaaS Manager analyzes SaaS usage and spend to highlight redundant licenses

and cost-saving opportunities. It streamlines the renewal processes and automates
deprovisioning, helping reduce waste and improve efficiency.
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Core features

Sl SaaS Discovery & Insights

Uncover all managed and unmanaged Saa$S apps with automated discovery and

detailed insights.

- Automated SaaS discovery via: -+ Pre-populated app profiles (40,000+

- Identity Providers (OAuth, SAML, SWA) app library)

- Finance system spend data analysis + App inventory including custom roles & attributes

o BiEwEer oriEreiamn - App security reports (SOC2, ISO27001 etc.)

- 350+ direct app integrations

@ Lifecycle management

Simplify user access governance with powerful provisioning, deprovisioning, and

granular workflow controls.

- Discover & revoke risky OAuth tokens - Automated user provisioning & deprovisioning
- Self-serve employee App Hub - Granular workflow actions (file transfer, email
direct etc.)

- Configurable access approval chains

- Slack integration for requests & approvals - Device actions in workflows (lock, wipe etc.)

License & Spend Optimization

Optimize SaaS investments by tracking license usage, managing and
collaborating on renewals, and identifying cost-saving opportunities.

- Al-powered data extraction for contracts & - Utilization & savings analysis
renewals - Automated license reclamation
- License entitlement tracking - Multicurrency and conversions

- Renewal calendar & reminders - App owner role & views

- Contract file upload & storage * User assessments & surveys

- Spend reports with drilldowns
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o~ Automation & Workflows
]

Streamline processes with a no-code workflow builder, app-specific actions, and
powerful automation capabilities.

- No-code workflow builder - Slack & Teams integration for messaging &

- 50+ generic actions (filter, wait, branch etc.) IEEEE e

- Hundreds of app-specific actions * ITSM task syncing

- APl webhook triggering - Raise and track tasks

. Custom API calls - Email, Slack & Teams notifications

_U Asset Management

Keep track of physical assets, from employee laptops and phones to networking
equipment.

- Physical asset register - Local software discovery

- MDM integration & asset syncing
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Unmatched capabilities of 1Password
SaaS Manager

350+ APl integrations & custom workflows

With hundreds of direct APl integrations combined with robust workflow automation, 1Password
SaaS Manager gives you more visibility and control over your SaaS ecosystem.

Automated access governance

Streamline employee lifecycle management with flexible, customizable workflows that
automate SaaS access provisioning and deprovisioning. Ensure all apps, whether managed or

discovered, are accounted for.
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Get started today

Ready for a demo? Visit https://Ipassword.com/demos/saas-manager

@ 1Password

Trusted by over 180,000 businesses and millions of consumers, 1Password pioneered
Extended Access Management, a new cybersecurity category built for the way people
and Al agents work today. Our mission is to unleash productivity without compromising
security. The 1Password Extended Access Management platform secures every sign-in, to
every app, from every device, including the managed and unmanaged ones that legacy
IAM, IGA, and MDM tools can’t reach. Leading companies such as Asana, Associated
Press, Aldo Group, Canva, IBM, MongoDB, MediaComm Communications, Octopus
Energy, Slack, Salesforce, Stripe, Under Armour, and Wish rely on 1Password to close the
Access-Trust Gap: the security risks posed by unfederated identities, unmanaged apps,
devices, and Al agents accessing sensitive company data without proper governance
controls.

Learn more about 1Password.
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